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Abstract 

A mobile ad hoc network (MANET) is a kind of Wireless ad hoc network. The nature of Mobile Ad-Hoc Networks are 
mobile, wireless and battery powered. MANET is an infrastructure-less network of mobile devices that‟s connected without 

wires. Each mobile node can move to any other network at any time. So the topology of the MANET changes frequently. 
Currently, most of the MANET research is based on improving data routing. A MANET data communication must include 
set of evaluation parameters in terms of data overhead, increasing packet delivery ratio, reducing packet loss and improve 
throughput. In existing scheme Protected Reliable Routing (PRR) ensures security in all expected parameters. For better 
routing, Artificial Bee Colony (ABC) Algorithm is proposed in this paper. 
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1. Introduction 

Network is a group of computer devices, peripherals or any other devices that can be connected and 

communicate with each other. Basically networks are classified into two different types. They are wired 
networks and wireless networks. Compared to wired network, wireless networks are flexible to communicate 

from one device to another [13]. MANET is a type of wireless network.  

MANET stands for “Mobile Ad-Hoc Network” [1]. A Mobile Ad-Hoc Network is a collection of mobile 

devices that communicate with each other without any wires (i.e., MANET is an infrastructure-less network of 

mobile devices that‟s connected without wires). All mobile devices communicate and transfer data within 

particular range (Base Station- BS) and without any centralized support (i.e., without any wires). All Mobile 

Ad-Hoc Networks are mobile, wireless and battery powered. In practical Mobile Ad-Hoc Networks are used 

whenever a temporary network is needed and no fixed infrastructure exists. With the help of wireless networks, 

the clients can retrieve data (information) and get services even when they travel from one place to another 

place. 

  

2. CLASSIFICATION OF MOBILE AD-HOC NETWORK 
Mobile Ad-Hoc Network is classified into two main types based on the distance of mobile nodes. They are 

Single hop and Multi hop.  

 Single hop: Source and destination nodes are within particular range can communicate directly. 
Base Stations (BS) are used in communication of two nodes. The figure 1 shows a type of single 

hop mobile ad-hoc network model. In figure 1, Source (S) and Destination (D) nodes are placed 

in the same Base Station, so the source and destination nodes can directly communicated with 

each other.   
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Figure 1: Single Hop 

 

 Multi hop: Communication between two nodes accomplished via any other nodes (intermediate 

nodes or forwarding nodes) is called multi hop. If the source and destination nodes are out of 

range then they can‟t communicated directly. So the source node sends data to intermediate nodes 

and finally the data is received to destination node. The figure 2  shows data transmission from 

Source (S) to Destination (D) using multi hop mobile ad-hoc network model. In this figure the 
Source (S) and Destination (D) nodes are not placed in the same Base Station. So the source and 

destination nodes are not directly in communication with each other. First the source node 

identifies the routes to reach destination nodes. Two intermediate nodes are available in this 

route. Finally data can be transferred from source to destination through these intermediate nodes. 

Here routing procedures are needed to find best routes [4] and hence the routing protocols play a 

major role in MANETs. 

 

 

 

 

 

 

 

 

 

 

 

Figure 2: Multi Hop 

 Each mobile node can move to any other network at any time. The nodes are free to move frequently [11] and 

create new network at any time. So the topology of the MANET also changed frequently or randomly 

(dynamic topology). 
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Figure 3: Topology change when node moves 

3. ROUTING PROTOCOLS  
A. Routing in MANETs  

Each mobile node communicates from source to destination through intermediate nodes. Finding the best 

and nearest path (i.e., route) from source to destination is called Routing. Routing is an important function for 

any network, whether it is for wired or wireless. 
 

B. Problems with Routing  

 Data overhead  

 Packet loss due to transmission errors 

 Limited bandwidth 

 Frequent disconnections 

 Dynamically changing topologies (routes) 

 Limited battery power 

 

C. Routing Protocols and its types 
Routing protocol is used to find and maintain routes between nodes in a dynamic topology using minimum 

resources [2]. The goal of routing protocol is to find shortest path (routes), to reduce routing-related overhead 

and solve routing problems. In MANET, routing protocols are classified into three different categories [15] 

[12]. This is illustrated in figure 4.  

 

 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 
 

 

Figure 4: MANETs Routing Protocols 
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4. EXISTING WORK 
The existing method uses bee‟s algorithm [14] to solve the issue with attacks expected during the node 

initialization as well as routing process. The existing bee routing protocol is used to prevent the network from 

attacks during the network formation, to pick optimized path from the source and the destination nodes which 
provides secure and fast data delivery during routing process. 

Protected Reliable Routing (PRR) is a technique that comprises of two components, namely the node 

initialization component and the routing component. The node initialization component explains the steps for a 

new node to join the MANET and routing component defines the procedure to route the data in MANET using 

PRR scheme. 

 

A. Node Initialization Component 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 5:  Node Initialization Component 

If a new node Nn has to join in Mobile Ad-Hoc NETwork (MANET) with in its particular range (radio 
range) it first sends requests to all nearest nodes. On receiving the request from a new node, the host node (i.e., 

the node which is already presents of the MANET) checks whether the request is from authenticated node or 

not (a malicious node). This process is done by the validation of node id and the signature sent by new node. 

Once the request is validated the host node sends a reply to the newest node. 

On the other side, the newest node receives one or more reply messages from host node, whose 

authentication is also checked by new node (i.e., Unicast authentication) [9]. This cross check is a process of 

validating host id, IP address and the message tag sent by the host node. Once the newest node verifies the 
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response messages, it selects one IP based on first come first serve (FCFS) and rejects the rest of the IP offered 

to them. Newest node sends accept message to the host node of the chosen IP which is again authenticated as 

said before. On receiving accept message from new node the host node sends acknowledgment on account of 

which the new node is joined to the network. The node joins the network with the IP address provided earlier 

by the host. 

B. Routing Component 

After finding the source node and the destination node, the bee routing technique is used to find the 
optimal path from source and destination nodes. Initially the objective values of nodes are set to be zero („0‟). 

Objective value increases by one on each successful data delivery. In forward phase, the data is transferred to 

destination device (node) via intermediate nodes if any. In backward phase, once the data is delivered 

successfully, the path details are shared to estimate the paths efficiency based on the objective value. The path 

with high objective value is finalized as the optimal path. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 6: Routing Component 

Figure 5 and 6 are the two components of the protected reliable routing technique. In figure 5, nodes N1 to 

Nn are present in the given network. The node initialization component shows how the newest node joins the 

Mobile Ad-hoc NETwork (MANET) along with its important security parameters. Fig-6 shows how routing 

component works. Here node N8 is source node and N7 is destination node. Bee‟s algorithm is used to find 
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optimal path between source node N8 and destination node N7. Once optimal path is found the path is 

analyzed with certain calculation based on the opinion of the neighboring nodes (intermediate nodes) and the 

data is transferred. 

5. PROPOSED MODEL 

In this paper, the proposed technique Artificial Bee Colony (ABC) Algorithm [9] is used to find the best 

optimal path between source node and destination node in fastest way. Artificial Bee Colony (ABC) Algorithm 

is an optimization algorithm that is based on the intelligent behavior of the honey bee foraging activities [6]. 

The working is based on inspecting the behaviors of real bees on finding the nectar amounts and sharing the 
information of food sources to the other bees in the hive. These bees‟ tries to find maximum nectar amount 

stored in the hive. There are three types of agents in the Artificial Bee Colony (ABC) they are Employed Bee 

(or workers), Onlooker Bee (or foragers) and Scout Bee. 

 

 

 

 

 

 

 

 

 

Figure 7:  Behavior of bee colony in wildlife 

A. The Employed Bee 

The Employed Bees are also called workers bees. Employed Bees find the food sources and stores their 

quality. Each and every employed bee is linked with one food source. After finding food sources they collect it 

(nectar) and return to hive. After returning to hive they do a waggle dance. This waggle dance contains the 

details of food sources and its varying directions. 

  

B. The Onlooker Bee 

After worker bees dance in front of the hive, there are a set of bees called foragers bees (also called 

onlooker bees) watching this dance and choose one or more of the workers sources.  The onlooker bees search 

the neighbors (intermediates) to find the better route for the food sources and return to hive [8] [10]. 

 

C. The Scout Bee 
At the same time, there is small set of bees called scout bees, these scout bees are always work in the new 

food sources. These bees are not depended on the employed bees or onlooker bees. Scout bees go to new areas 

to get new food source and return this information to hive. In these steps, a cycle in natural bee colony foraging 

is completed, at the beginning of the new cycle, the bee workers should select new generation of sources for 

the new cycle from all the available sources.  
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Figure 8 : The Artificial Bee Colony (ABC) algorithm steps 

Figure 8 shows Artificial Bee Colony (ABC) algorithm steps. The Artificial Bee Colony (ABC) algorithm 

starts with bee initialization. This time all 3 types of bees are initialized. Then the employed bees find the 

destination node from source node in all directions through intermediate nodes. Next these bees get all the path 

details from source to destination nodes. Then the onlooker bees follows the employed bees and find best 

routing from source to destination through intermediate nodes using any one of the routing protocol explained 

in chapter 3. The scout bees send data to destination node which satisfies and improves all expected 

parameters. Finally the scout bees go to new area and find new nodes then the same process is repeated.  

The existing work uses bee‟s algorithm [3] for finding best optimal path (route) and also provides 

improvement for all expected parameters. In proposed work uses Artificial Bee Colony (ABC) algorithm [7], 

that provides more improvement for all expected parameters rather than bee‟s algorithm. This algorithm uses 

three types of bees and all the works are maintained by these three bees. So the working process will be 

improved by these bees and also the throughput will be improved. So the Artificial Bee Colony (ABC) 

algorithm is much better than normal bee‟s algorithm. 

6. Conclusion  
In this paper, the Artificial Bee Colony (ABC) algorithm is proposed for improving routing in efficient way 

to find better route from source to destination node in Mobile Ad-Hoc Networks (MANETs). In existing work, 

the Protected Reliable Routing (PRR) is used for better routing and ensures security in all expected parameters 

in terms of data overhead, increasing packet delivery ratio, reducing packet loss and improve throughput. The 
Artificial Bee Colony (ABC) algorithm is much more better rather than Protected Reliable Routing (PRR) and 

its provide better security in all parameters like data overhead, increasing packet delivery ratio, reducing packet 

loss and improve throughput. 
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