rl
o4

UCShAA
Chandrakant Naikodi, International Journal of Computer Science and Mobile Applications,
Vol.5 Issue. 10, October- 2017, pg. 17-21 ISSN: 2321-8363

Impact Factor: 4.123

LOGICAL GROUPING OF CHARACTER
DIVERSE NODES IN WSN TO PROCURE
LOAD BALANCING AND DISTRIBUTION

Chandrakant Naikodi
Visiting Professor, CSE, CiTech, Bangalore, Karnataka, India

Email: nadhachandra@gmail.com

Abstract: Load adjusting in a Wireless Sensor Network needs to circulate workloads over numerous
processing hubs in light of its sort of usefulness, for example, temperature detecting, light detecting and so
on. Consequently, load adjusting can be accomplished to upgrade asset utilize, augment throughput, limit
reaction time, and maintain a strategic distance from overload by circulating work among comparable sort
of sensor hubs.

This will make utilization of numerous sensor hubs with load adjusting instead of a solitary sensor hubs
which may expand unwavering quality through excess. Physical group speaks to an arrangement of hubs
which are physically neighbors to a hub, where as logical group speaks to an arrangement of hubs which
grouped in light of its usefulness.
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1. Introduction

A Wireless Sensor Network (WSN) is set of sensor hubs which conveys by means of wireless connections
and these can’t have an extraordinary topology. These hubs will agreeably go their information through the
WSN to a principle area. Load adjusting in WSN includes circulation of all computational and
communicational exercises more than at least two hubs in the network. This load adjusting can enable us to
decrease the execution to time of the exercises and to ensure that every one of the assets show in the
framework are used ideally. In a perfect world load adjusting algorithm chooses the hub for process execution
in view of the accessible data about every one of the assets exhibit in the network.

Load adjusting algorithms can be Static, Dynamic and Adaptive. Static algorithms takes choices utilizing from
the earlier information of the network, subsequently the overhead involved in static algorithms is very nearly
zero. On account of dynamic algorithms, choices depend on framework state data (the loads at hubs),
subsequently they acquire overhead in the gathering, stockpiling and investigation of network state. Adaptive
Algorithms is somewhat powerful algorithms which adapt their exercises by progressively changing the
parameters of the algorithm to suit the changing network state.

2. Literature Survey
Load adjusting in heterogeneous hubs of WSN can be accessed through grouping hubs, this is a clever
thought however we utilized couple of paper as contribution to this idea.

Paper [4] proposed a load-adjusted grouping algorithm [10] for Wireless Sensor Networks on the premise
of their separation and thickness conveyance. In the group, hubs can join the bunch head by considering the
bunch size and correspondence radius. Further, load adjusting with vitality efficiency[6] involves two sections
[8]. Initial segment being deciding the quantity of bunch heads in light of the hubs’ conveyance and
correspondence radiuses and second being to choose the group heads as per the remaining vitality, portability,
number of single-hub group and separations to group heads from their part hubs and to the server from group
heads.
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Paper [3] proposed a design where new applications can be quickly created through adaptable
administration piece. This engineering serves to blockage control and load-adjusting which adaptively adjust
the work load over multipaths. In this algorithm, an assessment metric and way empty proportion is utilized to
assess and locate an arrangement of connection disjoint ways from every accessible way. Over this algorithm,
an edge sharing algorithm is connected to part the packets into various sections that will be conveyed by means
of multipaths to the goal relying upon the way empty proportion.

In paper [7], creator have researched the load adjusting impact of stochastic steering in undirected and
coordinated WSNs with haphazardly situated hubs. Reasoned that stochastic directing does not really
accomplish vitality productive load adjusting in undirected networks. They have broke down the execution of
the dispersed and decentralized stochastic steering algorithm, to be specific expander steering technique,
expander directing strategy performed essentially better as far as packet transmission delay while
accomplishing vitality effective load adjusting in coordinated networks. In Paper [9], proposes Secure Load
Balancing (SLB) convention that utilizes pseudo-sinks that are a little number of unique, sealed sensor hubs
with additional computational, stockpiling, and vitality assets. This algorithm mitigates exactness issue by
safely handing-off information from congested groups to adjacent free bunches or pseudo-sinks.

3. Proposed Techniques and Implementation

This paper is utilizing systems of paper [1] with load adjusting algorithms. The network is
logically(Logical Group-LG) and physically(Physical Group-PG) isolated in light of the usefulness and its
physical presence individually. In this network, every hub is having a LG (Logical Group) Id which is not the
same as bunch group, where LG Id is interesting and logically grouped in view of the indistinguishable
usefulness of sensor hubs, however a hub can have more than one group’s Ids to demonstrate that it can
partake in more than one component extraction e.g., tremor discovery and avalanche perception. At whatever
point a sensor hub sends a packet with LG Id to its neighbors, if any neighbors are logically and physically
accessible inside the scope region then such hubs can get this packet or else any prompt neighbor can pass this
packet to its quick neighbor and so on, until the point when it spans to fitting LG hubs. Here Group Id is only
Logical Group ID which is speaking to the arrangement of hubs of comparative practically, henceforth
correspondence between various groups is simple in view of the group Ids. In Fig. 1, hub 1 and 5 are in
PG(Physical Group) and LG to the hub X separately, however hub 2 is incorporated into both groups(LG and
PG). In each LG, each hub can get the packets which is said for whole group, however hubs of PG are
neighbors thus intrigued hub can get these packets.

Logically Neighbor to node X

Signal Coverage Area

Physically Neighb or to

N Physically and Logically Neighbor to node X
node X

Figure 1. WSN Group Formation
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A brief algorithm is given in the 1, it describes the process assigning to nodes in the network. The average
amount of energy consumed by node u per unit of time due to the different transmissions within the WSN is
denoted by E(u) [2],

Algorithm 1 Load Balancing in WSN
Require: Initialize & Nodes with L, PG, LG efe

Require: [ = Number of Work Load Processes{11.12,13...In=L)
1: while [ == L do

. while: == N do

k3 if Type of node : belongs to a LG = Process Type of | then
& Allocate this process [ to Node 4.

5 else

6 Allocate load to free node which can belongs to PG, LG.
T end if

& end while

% end while

of energy consumed by node u per unit of time due to the different ransmissions within the W SN is denoted by E(u)
[2],

Eiu)=E g, (u) 4 Z Z wip) = A{v) « E{u, p) (1)
veV pePlw)
Here, E,g.(u) is the average amount of energy consumed by nodz u per unit of time during its idle state. The lifetime
of sensor node « is calculated by,
Tu) =F sz [ E (u) )

Here, iy, is the initial amount of energy provided to each sensor node.
Generally, the load balance for a given graph & representing the network with » nodes where each node contains
work load wi, the goal is to distribute load across the edges so that finally the weight of each node is (approximately)

qual to,
n
H'FZ wyfn (3
3=1
Let f be the fraction of the total network area coverad by a mobile node [4] . then
2
JI.:JT.H @
A

The average number of neighbours 5 of the network can be obtained by using the following equation,
= (N-1)kf (5)

where k is a constant, referred to as a connectivity parameter

The relationship between the local density, the coverad set and the forwarding probability has been summarized
through equation (6). Assuming that, g be the number of adjacent neighbours of node nf and gy be the number of
nodes of af that are covered by the broadcast and the forwarding probability at the node nf is as follows,

Thiifg=g
Fry (6)
-‘-"?“: ifg=g
Adding all the nodes of physical or logical groups ame equivalent number of nodes in the network. Say, KL be the total

number of groups of PG and LG respectively and R, § be the size of each group of PG and LG mspectively which is
specified in the below equation (7) and (8).
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Figure 2. Number of processes in 100 nodes v/s time in load-balancing .
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Group Relations can be defined as follows, let there is a set of 2 groups like M and W and wantzd to express which
node of M is communicating with which node of W. Hare, one way to do that is by listing the set of pairs (mw/) and
recognizing the nodas. The accessing relation can be represanted by a subset of the Cartesian Product M = W, In
genzral, a elation & from a st A to a s2t B will be undersiood as a subsat of the Canesian Product A =« B ie RCA
= B Ifanelement o < A is related to an element & = B, we ofien write ofb instiead of (a. &) = R The set

{a A | aRb for some b < B}
is called the domain of &. The set
(b= B | aRb for some a € A}

is callad the range of R.
The load balancing [5] in the given a graph Gisummation of PG and'or LG) contains N nodes where each node
contains work load w,., here work load is distributed across the edges/nodes so that finally the weight of each node is

(approximately ) equal to <o, i2.,

r
i 3:2 wy (9)
§=1

The reenacted comes about are appeared in Figure 2, we have considered PG and PG with LG situations. Load
adjusting by means of PG is an ordinary algorithm to disseminate the load among sensor hubs, it can be
traditional method for relegating procedures to sensor hubs. Applying algorithm of PG with LG ideas takes less
time contrasted and PG ideas. Figure [3] demonstrates reproduction consequences of 100 and 500 hubs
separately. Subsequently, the proposed algorithm can be valuable on account of heterogeneous hubs.

©2017, IICSMA All Rights Reserved, www.ijcsma.com 20



o4

LUCShA
Chandrakant Naikodi, International Journal of Computer Science and Mobile Applications,
Vol.5 Issue. 10, October- 2017, pg. 17-21 ISSN: 2321-8363

Impact Factor: 4.123

g

H

H

e Froer e (04RO

i

Number of Processen

H

10N W W 0D WP W %W

Tena(Sac)

Figure 3. Number of processes in 500 nodes v/s time in load-balancing .

4. Conclusion

This

paper proposes to share the information load among sensor hubs in view of the logical grouping of

Wireless Sensor Nodes. Load adjusting can be accomplished to advance asset use, augmenting throughput,
limiting reaction time, and keep away from overload by conveying work among comparative kind of sensor

hubs.

This will make utilization of numerous sensor hubs with load adjusting instead of a solitary sensor hubs

which may build dependability through repetition. The recreation result are urging us to upgrade the present
work assist with the goal that it will be more focused on algorithm for load adjusting in heterogeneous WSN.

References

(1

[4]

[3]
[6]

71

(8]

91

(o

M. Chandrakant. P [, Shenoy, K. B. Venugopal, and L. M. Patnaik. Restricting the admission of selfish or malicious nodes
into the network by using efficient security services in middleware for manets. In Proceedings of the 2000 Insernarional
Conference on Communicanon, Compunng &£38; Securiry, 1OCCS "1, pages 489402 New York, NY, USA, 2011 ACM.
M. B. Fatma Bowsbdallah and B. Boutaba. Omn balancing energy consumption in wircless sensor networks. pages 1- 16, march
2008,

5 Li, 5 Fhao, X. Wang, K. Zhang, and [. Li. Adaptive and secure load-balancing routing protocol for service-orenied
wimless sensor netwaorks, 20013,

Y. Liao, H. (i, and W. Li. Load-balanced clustering algorithm with distributed self-organiz ation for winzless sensor networks.
Sensors Jowrnal, TEEE, 13(5): 14981506, 20135

Robert Elssser and Burkhard Monien and Stefan Schamberger. In Load Balancing in Dhnamic Wenworks,

A, Tarachand, V. Kumar, A. Haj. A. Koumar, and P Jana. An energy efficient load balancing algorithm for cluster-based
winzless sensor networks. In fndia Conference (ININCON ), 200 2 Anmual TEEE, pages 1250-1254, 20012

L Wijetnnge A Pollok, and 5. Perrean. Load balancing effect of stochastic routing in wineless sensor networks. In Telecom-
municarion Nenvorks and Applicarions Conference (ATWAC), 200 2 Ausrralasian, pages 1-6, 2012

F. Xia, X. Zhao, H. Liw, 1. Li, and X. Kong. Anenergy-efficient and load-balanced dynamic clustering protocol for ad-hoc
sensor networks, In Cvber Technology in Avsomarion, Coneral, and fruelligens Sysems (CYBER), 200 2 [EEE Insernarional
Conference on, pages 215220, 2012,

5. zdemir. Secure load balancing for wireless sensor networks via inter cluster mlaying. In Kiohab Proceedings, pages
240253, 2007,

B. Zhang 7. lig, and L. Wanz. A maximum-vobes and load-balance clusering algorithm for wireless sensor networks. In
Wireless Communicarions, Nerworking and Mobile Compuring, 2008 WiCOM 08 4rh Insernasional Conference on, pages
| —4, 200,

©2017, 1IJCSMA All Rights Reserved, www.ijcsma.com 21



