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Abstract

MANET stands for mobile attec network. MANET is a type of network that caraebe locations and can config
itself. Because in MANETS nodes are mobile, they wieless connections to connect to various nédsvorhis can be
standard Wi-Ficonnection, or another medium, such as a cellulaatellite transmission. MANET is highly dynai
networks with physical infrastructure undefined. t8 network is infrastructure less, decentralized selferganizing
networks. In MANET the nodes anet static so the main question arises due to fitypislhow to maintain a routing tak
what the speed of mobility and how the nodes wilinmunicate with each other. The main objectivehis paper is 1
understand the behavior of DSR over MANET be basis of various parameters like throughputrggneonsumptiot
routing overhead and end to end delay.

Keywords: DSR (Dynamic Source Routing Protocol); MANET (Miebad-hoc network end to end dela
throughput; routing overhead

1. Introduction

Manet is wireless networks which entirely consistrmbile nodes that communicate with each othehavit base
stations. This network does not depend on infrasiral support. The purpose of this network isabugp the short
lived network for the mobile nodes that’s why itrfts the dynamic network. In MANET environment thaslas are
movable, along with time they change their positorbecause of that reason the nodes are calleilernoldes and
the network are called infrastructure less.

MANET consists of mobile hosts also known as mohiees equipped with wireless communication devités

transmission of a mobile host is received by alithawvithin its transmission range due to the braatloature of
wireless communication and omni-directional anterithany host is out of there transmission rang¢him ad-hoc
network, other host within the network can forwéind message so that the messages reaches to dhkgiration.

Due to the mobility of wireless hosts, each hostdseto be equipped with the capability of an autemes system,
or a routing function without any statically esiab&d infrastructure or centralized administratibhe mobile hosts
can move arbitrarily and can be turned on or othaut notifying other hosts. When they move outhair range
the host turned off and another host can be useddmmunication. Due to mobility and autonomy a awyic

topology was introduced in the networks not onlgswese end-hosts are transient but also due intétadtbsts on
a communication path are transient.
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Here the mobile hosts are also known as routergaa$ node is responsible for routing the packetshéo
destination. The routers are free to move randanty organize themselves arbitrarily; thus, the nétls wireless
topology may change rapidly and unpredictably. Saatetwork may operate in a stand-alone fashiomay be
connected to the larger Internet. The main featof@8ANET are:

Data Routing Capabilities Packet can be routed from source to destinationasipus intermediate or neighbor
host. In MANET each host act like a router to foravtéhe packet to correct destination

Flexible network architecture and flexible netwarichitecture -Here host are mobile host that means there is no
fixed position for them so the network topology wbeas unpredictably and hence this network is afsora as
dynamic network. The communication between theslimay be in unidirectional or bidirectional.

Energy consumptionThe network architecture and routing path affebeséfficiency of communication energy at
individual nodes. Being battery powered, these les® nodes have limited operational time. Disprtipoate
energy consumption among them can lead to faildréh® network. Recently, the optimization of theemgy
utilization of wireless nodes has received sigalificattention. Different energy optimization tecjugs including
clustering, node mobility and topology control hde=n proposed.

Resource Constraintsla this network limited bandwidth available betwdam intermediate nodes and also nodes
may have limited energy and thus computation nedxbtenergy efficient.

2. RouTING PrRoTOCOL INMANET

An ad-hoc network is a standard that controls how nodes decide whigp to route message between computing
devices in a network. Here nodes are not familidh the network topology, they have to discovettypically, a
new node announces its presence and listens fauanaments broadcast by its neighbors. Each nedesl@bout
others nearby and how to reach them, and may acedhat it too can reach them.

Performance of the routing protocol depends onstténg and requirement of the mobile ad-hoc nétwSome
routing protocol efficient in some scenario and lmigot be efficient for another scenario.

The goal of mobile ad hoc networking is to extermbitity into the realm of autonomous, mobile, wes$ domains,
where a set of nodes, which may be combined roatmishosts, themselves form the network routingagtfucture
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in an ad hoc fashion. Hence, the need to studyiapeauting algorithms to support this dynamic tamy
environment. Routing protocols for mobile ad-hodwurks have to face the challenge of frequentlyngiig
topology, low transmission power and asymmetrikdin

Due to diversity of applications areas, researchengee proposed a wide range of routing protocotsafib hoc
networks. The basic goals of these protocols aeestime: maximize throughput while minimizing packosis,
control overhead and energy usage. However, tladivelpriorities of these criteria differ among Apgtion areas.
In addition, in some applications, ad hoc netwagkimreally the only feasible solution, while irhet applications;
ad hoc networking competes with other technologldmis, the performance expectations of the ad ledwarks
differ from application to application and the atebture of the ad hoc network, thus each appbcatirea and ad
hoc network type must be evaluated against a difteset of metrics.

In mobile ad hoc networks routing protocol can leessified into various categories based on diffeceiteria. The
classification is not mutually exclusive and somet@cols fall in more than one class. The deviafimmm the
traditional routing metrics and path-finding proses that are employed in wired networks makes ithwiurther
exploration in this direction. The routing protogdbr ad hoc wireless networks can be broadly ifladsinto four
categories based on

. Routing information update mechanism
. Use of temporal information for routing
. Routing topology

. Utilization of specific resources

The routing mechanism in mobile ad-hoc networkivided in to:-

1. Table Driven (Pro-active) routing.
2. Reactive (on-demand) routing.
3. Hybrid (both pro-active and reactive) routing.
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Table Driven/Proactive Routing protocol are the traditional routing protocol, extensionstled wired network
routing protocols. Whenever there are data packettt send, the route has already been definedpitecol of
this section maintains the global topology inforimatin the form of tables at every node. Theseesblre updated
frequently in order to maintain consistent and aatinetwork state information and they respondhanges in
network topology by propagating updates throughbatnetwork in order to maintain a consistent nekwoaew.
The areas in which they differ are the number @essary routing-related tables and the methodshigiwmehanges
in network structure are broadcast. The destinaggouenced distance-vector routing protocol (DSDM)eless
routing protocol (WRP), source-tree adaptive rayitprotocol (STAR), and cluster-head gateway switmliting
protocol (CGSR) are some examples for the protabalsbelong to this category.

On demand-driven/reactive routing protocol- Routing protocol is based on some sort of queryyrdjalog. This
type of routing protocol creates routes only whesiiced by the source node. When a node requiresita to a
destination, it initiates a route discovery prooeghin the network. This process is completed oaceute is found
or all possible route permutations have been exaahni@®nce a route has been established, it is naéctéy a route
maintenance procedure until either the destinatieromes inaccessible along every path from theceoar until
the route is no longer desired. Associability basedting (ABR), Dynamic Source Routing Protocol @®S
Temporally-ordered Routing Algorithm (TORA) are soexamples of this category.

Hybrid routing protocol- Reactive and proactive feature of a particularinguprotocol is not enough for some
routing mechanism. But the mixture of both the pcols can give the better solution. The hybrid gecot includes
some of the feature of the proactive protocols sorde of the feature of reactive protocols. Thigtgpprotocols is
the choice of proactive and of reactive routingetejs on the hierarchy level where a node resides.rduting is
initially established with some proactively prosgecroutes and then serves the demand from adaliityosctivated
nodes through reactive flooding on the lower levdlee choice for one or the other method requinexpegr
attribution for respective levels. Here, each notntains the network topology information upntdops. Zone
Routing Protocol (ZRP) is the protocol that falishis category.

3. OVERVIEW OF ROUTING PrROTOCOL

The transmission of packets from a source to arddiin address is called Routing. A routing profatetermines
the path by which the packets are forwarded, stinfesmation with immediate neighbor devices ankeotdevices
in the network, and adjusts to changing networkdit@ns.

Dynamic Sour ce Routing protocol is a simple and efficient routing protocol desigsécifically for use in multi-
hop wireless ad hoc networks of mobile nodes. DE#Rva the network to be completely self-organizamd self-
configuring, without the need for any existing netlwinfrastructure or administration. Importanttigas of DSR
are:

Source RoutingHere the sender knows the complete hop-by-hop toutiee destination. These routes information
are stored in a route cach#ata packets sent by the source node carry the letenute information in the packet
header. Intermediate nodes forward the packet baselde route information stored in its heademlsst cases, the
only modification that an intermediate node may enakthe header of a packet is to the hop chelok

On DemandDSR attempts to reduce routing overhead by onlyntaaiing routes between nodes taking part in data
communication. The source discovers routes on-ddrbgninitiating a route discovery process only wlittneeds
to send a data packet to a given destination. resut, a significant amount of routing overheadlisiinated.
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Dynamic source routing protocol (DSR) is an on-dedhprotocol designed to restrict the bandwidth comed by
control packets in ad hoc wireless networks by iglating the periodic table-update messages requiréte table-
driven approach. The major difference betweenahisthe other on-demand routing protocols is thati beacon
-lessand hence does not require peridugtio packet(beacon)transmissions, which are used by a node to inftsm
neighbors of its presence. The basic approachoptbtocol (and all other on-demand routing protegduring the
route construction phase is to establish a routéldnding RouteRequegtackets in the network. The destination
node, on receiving RouteRequegtacket, responds by sendindRauteReplypacket back to the source, which
carries the route traversed by fRReuteRequegtacket received.

Mobile nodes are required to maintain route cathaiscontain the source routes of which the mabikaware.

Entries in the route cache are continually updatdew routes are learned. The DSR protocol is osatpof two
main mechanisms that work together to allow thealiery and maintenance of source routes in theoadchétwork:

Route Discovery -
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Suppose node A wants to send data to the destinBtidf node A has route information till destir@atiD in his
Route cache, this route is immediately used. If th@ Route Discovery protocol is started:

« Node A (initiator) sends a RouteRequest packel ftsaneighbor in the network.

« If node B has recently seen another RouteRequasttine same target or if the address of node B is
already listed in the Route Record, Then node Badlids the request.

« If node B is the target of the Route Discoveryeturns a RouteReply to the initiator. The RoutdRep
contains a list of the “best” path from the initiato the target. When the initiator receives RaiteReply,
it caches this route in its Route Cache for usseimding subsequent packets to this destination.

« Otherwise node B isn't the target and it forwartus RouteRequest to his neighbors (except to the
initiator).

Route Maintenance - Route Maintenance is the mechanism by which nodeable to detect, while using a source
route to D, if the network topology has changecdhdiat it can no longer use its route to D becaulsek along the
route no longer works. When Route Maintenance atéi a source route is broken, A can attempt taogether
route it happens to know to D, or can invoke Rddicovery again to find a new route. Route Maintepas used
only when A is actually sending packets to D.
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4. PERFORMANCE PARAMETERS

Network Size- measured in terms of nodes. How many nodes wereatiitg to evaluate the protocol.

Topological rate of change- The speed by which the topology of the network dgean

Link Capacity- effective link speed measured in bits/second, aftemounting for losses due to multiple access,
framing, etc.

Traffic patterns- How effective is a protocol in adapting to nonfonin traffic patterns?

5. Conclusion

DSR consumes much energy then proactive protoamause they generate the routes whenever neededutgo
discovery phase and route maintenance phase corsuengy to perform the operation like RREQ, RREPSR

also uses caches to hold more than one route iaf@mto a particular destination. This also le#ius power
consumption.

In this study, it is also noted that many routingtpcol had been evaluated on the basis of enchdbdelay,
throughput, routing overhead etc. But evaluatianefioergy consumption and average energy consumfafoany
protocol is not considerably good.
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